Using Helper with Windows 10
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Helper Main Screen Blurriness and Missing Minimized Ledgers

After installing Windows 10 on your computer the main patient screen may be blurry. Additionally, the
Scheduler, Transactions, Billing and other Windows may disappear one minimized. Please follow the
instructions listed below to correct these issues.

1. Right click on the Helper shortcut on your computer’s desktop. Select the option for ‘Properties’.
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2. Click on the tab across the top entitled ‘Compatibility’. Then click on ‘Change High DPI Settings’.

A Helper Properties

General || Compatibilty § Securty Details  Previous Versions

F this program isnt working comectly on this version of Windows,
iry running the compatibilty troubleshooter

‘Run compatibility troubleshooter

How do | choose compatibility settings manually?

Compatibilty mode
] Run this program in compatibility mode for.

Windows 8

Settings
[] Reduced color mode

Bbit (256) calor
[J Run in 640 x 480 screen resolution
[ Disable fullscreen optimizations

] Run this program as an administrator

I Changs high DP| settings I

GChange settings for all users

OK Cancel Apply

3. Go to ‘High DPI Scaling Override’. Check the box and select ‘Application’ from the dropdown. Click
‘OK’ then click ‘OK’ again to close out of the Helper Properties window.



Helper Properties

Choose the high DPI settings for this program.

Program DPI

0 Use this setting to fix scaling problems for this program
instead of the one in Settings
Open Advanced scaling settings

A program might look blurry if the DPI for your main display
changes after you sign in to Windows. Windows can try to fix
this scaling problem for this program by using the DPI that's
set for your main display when you open this program.

Use the DPI that's set for my main display when
1 signed in to Windaws

Learn more

High DFI scaling override

Override high DPI scaling behavior,
Scaling performed by:
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Helper Networked Mode Error DBISAM 11280 Solution

As you may know, when networking the Helper system on multiple computers, you will be required to
add firewall port exceptions to your Windows firewall. If you are using a third-party firewall and receiving
the DBISAM 11280 error, you will need to work with the third-party firewall vendor to add the firewall port
exceptions listed below. Adding these exceptions will allow a workstation computer to communicate with
a properly networked server computer.

Note: When upgrading to Windows 10, the firewall port exceptions that have been previously
entered for Helper will be automatically erased by the Windows upgrade process.

If these exceptions are not added, Helper will typically display a DBISAM 11280 error message stating
that the database server could not be reached. The rest of this guide will explain how to typically correct
this issue. The firewall ports must be added to the server computer only for the TCP inbound ports of
12005-12008. Please see below for instructions on how to complete this in Windows 10.

1. To open the Windows Firewall, click on the Start Menu and then click on Settings.

2. To search for Windows Firewall, use the search box at the top of the screen and search for
‘Windows Firewall’.

3. Click on the option for ‘Windows Firewall’ or ‘Windows Defender Firewall’ to open the Windows
Firewall program.



Windows Firewall

1. Once the Window Firewall program is opened please take note of which type of network you are
connected. This is indicated by the word Connected on the far right of this screen. This screenshot in
indicating we are on a Private network. After this is done, click on ‘Advanced settings’ on the far left.

ﬁ Windows Defender Firewall
« v ﬂ s Control Panel » All Control Panel tems » Windows Defender Firewall v O Search Control Panel o
Help protect your PC with Windows Defender Firewall

Control Panel Home

Windows Defender Firewall can help prevent hackers or malicious software from gaining access to your PC
Allow an app or feature through the Internet or a network,
through Windows Defender
Firewall o For your security, some settings are managed by your system administrator,
9 Change notification settings
& Turn Windows Defender
Firewall on or off

G Restore defaults

IG Advanced settings I
Troubleshoot my network

Update your Firewall settings

Windows Defender Firewall is not using the @l imcommended e
recomnmended settings te protect your computer.

What are the recommended settings?

I g Domain networks Connected |

Networks at a workplace that are attached to a domain

Windows Defender Firewall state: Off

Incoming connections: Block all connections to apps that are not on the list
of allowed apps

Active domain networks! |;n ntst.com

Motification state: Notify me when Windows Defender Firewall blocks a
new app

l v Private networks Not connected |

Seealso
Security and Maintenance . 9 Guest or public networks Not connected ()
Network and Sharing Center

2. When the Windows Firewall is open, click on ‘Inbound Rules’ along the left side of the screen.
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Private Profile [E] Properties

'_a' Windows Defender Firewallis on Help

3. Click on ‘New Rule’ on the right.
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4. Select the radio button for ‘Port’ then click on ‘Next’ in the bottom right.

0 Mew Inbound Rule Wizard =

Rule Type
Select the type of firewall rule to create.

Steps:

» Rule Type What type of rule would you like to create?

@ Protocol and Ports

@ Action ) Program

@ Frofic Rule that contrals connections for a program.
@ Name @ Port

Rule that controls connections for a TCP or UDP port.

O Predefined:

AllJoyn Router
Rule that controls connections for a Windows expenence.

() Custom
Custom rule:

< Back Mext = | Cancel

5. Please select ‘TCP’ for the type of port. Select Specific local ports and type in ‘12005-12008." When
finished click ‘Next’.



| Protocol and Ports i
| Specify the protocols and ports ta which this rule applies. ‘

: Steps:

! @ Fule Type Does this rule apply to TCP or UDP?
& Protocol and Ports ® TCP
| @ Action O ubpP
| @ Profile
N

@ e Does this rule apply to all local ports or specific local ports?
) All local ports
® Specific local ports: [12005-12008

Example: 80, 443, 5000-5010

<Back | Next = | Caneel

6. Select ‘Allow the connection’ on this page and then select ‘Next’ in the lower right.

ﬂ Mew Inbound Rule Wizard =
Action
Specify the action to be taken when a connection matches the conditions specified in the rule.

Steps:

@ Rule Type What action should be taken when a connection matches the specified conditions?

@ Protocol and Ports
(@ Allow the connection

@ Action This includes connections that are protected with |Psec as well as those are not.
@ Profile

() Allow the connection if it is secure
& Mame

This includes only connections that have been authenticated by using IPsec. Connections
will be secured using the settings in IPsec properties and rules in the Connection Security
Rule node.

() Block the connection

<Back | Next = | Cancel

7. Refer to step 1. Make sure the only check box is selected next to your applicable network type.



ﬂ Mew Inbound Rule Wizard

Profile

Steps:

@ Fule Type

@ Protocol and Ports
@ Action

& Profile

& Name

Specify the profiles for which this rule applies.

When does this rule apply?

Domain
Applies when a computer is connected to its corporate domain.

Private
Applies when a computeris connected to a private network location, such as a home
or work place.

Public
Applies when a computer is connected to a public network location.

<Back | Next = | Cancel

8. Name this firewall exception ‘Helper’ and click on ‘Finish’.

ﬂ Mew Inbound Rule Wizard

Name

Steps:

@ Fule Type

@ Protocol and Ports
@ Action

@ Profile

» Name

Specify the name and deseription of this rule.

Name:

| Helper

Description {optional);
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